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SCOPE AND MOTIVATION

In the last decade, communication quality, network reliability and performance have become of utmost importance to ensure smooth operation of a wide range of modern and futuristic network applications that have stringent requirements in terms of Quality of Service/Experience (QoS/QoE) and reliability.

In this context, the Communication QoS, Reliability and Modeling (CQRM) Symposium aims at providing an international venue to discuss recent research advances in communications service provisioning, QoS/QoE technologies, modeling and formal methods, and analytical and experimental techniques to allow the design of high-performance and reliable communication networks and protocols, technologies, and infrastructures. Specifically, the goal of this symposium is to address the key challenges to address in order to ensure the required level of QoS, resiliency, security, and reliability for existing and futuristic networks that are heterogeneous in nature, size, and type of applications and transmitted data.

TOPICS OF INTEREST

Original research articles are solicited in, but not limited to, the following topics:

- AI/ML to enhance QoS/QoE
- Cross-layer modeling, design, and optimization
- Design and evaluation of energy-efficient networks and services
- Design and evaluation of Software Defined Networking (SDN) and Network Function Virtualization (NFV)
- Design and evaluation of microservices-based networking for 5G/6G-enabled edge networks
- Design and evaluation of application/service-oriented networking
- Design and integration of multi-domain multi-tenant 5G/6G platforms
- Design and performance evaluation of AI/ML-enabled networks
- Design and scalability of smart city, smart home, and crowd sensing applications
- Formal verification methods for QoS and reliability
- Integrated control of network and computing resources to enhance QoS/QoE
• Integration of objects, devices and systems for Industry 4.0 and Society 5.0 applications
• IoT Platforms, integration and service provisioning
• Innovative modeling techniques for large-scale emerging network technologies
• Metrics and Models for Quality of Experience (QoE) and Quality of Service (QoS)
• Reliability and models for multimedia streaming, adaptive streaming, MPEG-DASH, HTTP 2.0, and HTTP 3.0
• Network design, operation, management, and automation for maximizing QoS/QoE
• Network slicing and resource allocation for radio access and core networks
• Network traffic characterization, measurement, and monitoring Techniques
• Performance evaluation of smart grid communications and demand response techniques
• Performance evaluation and modelling of Internet of Vehicles and 5G NR-based V2X network
• Performance evaluation techniques including modeling, simulations and testbeds for communication networks
• Protocol design and performance evaluation of new RAN architectures
• QoS and performance modelling of UAV-assisted Wireless Networks
• QoS provisioning for massive machine-type communications and in IoT networks
• Quality and performance in grid, distributed and cloud computing
• Quality and performance in overlay (including peer-to-peer) networks
• Quality in multimedia networks including VoLTE, VoNR, IPTV, and gaming
• Quality and performance in beyond 5G/6G wireless and mobile networks
• Quality and performance of Multi-access Edge Computing (MEC) and fog computing solutions
• Quality and performance of SDN/NFV handoff management for edge computing in 5G
• Quality and performance of kernel-bypassing approaches for communication support
• Quality, measurements, and performance in IoT and big data platforms and applications
• Quality, measurements, and performance in cyber-physical systems
• Quality, scalability and performance in the Internet and in massive IoT networks
• Security, reliability, privacy and trust by design and performance evaluation
• Scalability, robustness, and resilience
• Standardization aspects of QoS and reliability
• URLLC and dependable communication networks

**IMPORTANT DATES**

Deadline for paper submission: 1 April 2024

Date for notification: 1 August 2024

Deadline for final paper submission: 1 September 2024

**SUBMISSION INSTRUCTIONS**

All papers for technical symposia should be submitted via EDAS through the following link:

https://edas.info/N31420